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GOVERNANÇA DE DADOS

A – GOVERNANÇA

1. As partes envolvidas com a 
implementação da LGPD realizaram a 
leitura do Guia de Boas Práticas sobre a 
Lei Geral de Proteção de Dados (LGPD) 
produzido pela Secretaria de Governo 
Digital?

	 Sim

	 Não

	 Parcialmente

2. O órgão já realizou um planejamento 
do seu Programa Institucional de 
Privacidade de Dados?

	 Sim

	 Não

	 Parcialmente

3. O órgão desenvolveu um plano de 
comunicação interno do Programa 
Institucional de Privacidade de Dados?

	 Sim

	 Não

	 Parcialmente

4. O órgão já realizou a indicação de 
um encarregado com conhecimento e 
experiência suficientes e autonomia para 
implementar a LGPD?

	 Sim

	 Não

	 Parcialmente

5. O órgão disponibilizou para o 
encarregado os recursos necessários para 
implementação da LGPD e acesso direto 
à alta administração?

	 Sim

	 Não

	 Parcialmente

6. O órgão designou os líderes 
responsáveis por cada frente de atuação 
no tratamento dos dados?

	 Sim

	 Não

	 Parcialmente

7. Foram definidos indicadores que serão 
utilizados para medir os resultados do 
Programa Institucional de Privacidade de 
Dados?

	 Sim

	 Não

	 Parcialmente

8. O órgão elaborou Relatório de Impacto 
à Privacidade de Dados Pessoais - RIPD?

	 Sim

	 Não

	 Parcialmente

9. O RIPD foi elaborado com base nas 
orientações da seção 2.5 e Anexo I do 
Guia de Boas Práticas LGPD?

	 Sim

	 Não

	 Parcialmente

10. A(s) área(s) envolvidas com 
tratamento de dados participou(aram) 
de algum treinamento relacionado com o 
tema de proteção de dados pessoais?

	 Sim

	 Não

	 Parcialmente
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GOVERNANÇA DE DADOS

B- CONFORMIDADE LEGAL E RESPEITO AOS PRINCÍPIOS

11. O órgão, dentro dos limites de suas 
competências legais, implementou 
ações para não tratar e coletar de forma 
inadequada ou excessiva os dados 
pessoais dos cidadãos e tratar a mínima               
quantidade de dados necessários para 
atingir a finalidade legal desejada?

	 Sim

	 Não

	 Parcialmente

12. O órgão realizou um mapeamento 
entre os dados processados e a 
competência legal/finalidade para a qual 
eles são necessários?

	 Sim

	 Não

	 Parcialmente

13. O órgão estabeleceu procedimento 
ou metodologia para verificar se 
os princípios da LGPD estão sendo 
respeitados durante o desenvolvimento 
de serviços que tratarão dados pessoais 
desde a fase de concepção do produto 
ou do serviço até a sua execução 
(Privacy by Design)?

	 Sim

	 Não

	 Parcialmente

14. Os princípios da LGPD são aplicados 
a todo tratamento de dados pessoais 
realizados pelo órgão, tanto para 
clientes dos serviços públicos fornecidos 
quanto servidores, funcionários e/ou 
colaboradores da instituição?

	 Sim

	 Não

	 Parcialmente

15. O órgão conscientizou a(s) área(s) 
envolvida(s) com tratamento de 
dados pessoais que a administração 
pública pode efetuar o tratamento de 
dados pessoais no exercício de suas 
competências legais ou execução de 
políticas públicas para entrega de 
serviços públicos e que nesses casos 
não precisará colher o consentimento do 
titular dos dados?

	 Sim

	 Não

	 Parcialmente

16. O órgão ao efetuar o tratamento de 
dados pessoais no exercício de suas 
competências legais ou execução de 
políticas públicas dá publicidade sobre 
a finalidade e a forma como o dado será 
tratado?

	 Sim

	 Não

	 Parcialmente

17. O órgão adota sistemas e 
procedimentos para cumprir o direito de 
retificação de informações do titular do 
dado?

	 Sim

	 Não

	 Parcialmente
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C- TRANSPARÊNCIA E DIREITOS DO TITULAR

D – RASTREABILIDADE

E - ADEQUAÇÃO DE CONTRATOS E DE RELAÇÕES COM PARCEIROS

18. A identidade e as informações 
de contato do encarregado foram 
divulgadas publicamente, de forma clara 
e objetiva, preferencialmente no sítio 
eletrônico do controlador?

	 Sim

	 Não

	 Parcialmente

19. O órgão comunica internamente os 
objetivos do Programa Institucional de 
Privacidade de Dados?

	 Sim

	 Não

	 Parcialmente

22. O órgão já realizou um inventário dos 
serviços que tratam dados  pessoais?

	 Sim

	 Não

	 Parcialmente

23. O órgão já realizou uma classificação 
dos dados tratados entre dados pessoais 
e dados pessoais sensíveis?

	 Sim

	 Não

	 Parcialmente

25. O	 órgão	já realizou uma adequação	
dos instrumentos convocatórios que 
estão sendo elaborados?

	 Sim

	 Não

	 Parcialmente

20. O órgão elaborou uma Política de 
privacidade para cada serviço de forma 
a informar os direitos dos titulares 
de dados e revisou as Políticas de 
Privacidade já existentes?

	 Sim

	 Não

	 Parcialmente

21. As Políticas de Privacidade dos 
serviços são elaboradas em linguagem 
simples e acessível?

	 Sim

	 Não

	 Parcialmente

24.O órgão mantém rastreabilidade 
dos dados do titular seja em formato 
eletrônico ou físico (papel)?

	 Sim

	 Não

	 Parcialmente

26. O órgão já realizou uma revisão dos 
contratos em vigência para adequá-los à 
Lei Geral de Proteção de Dados?

	 Sim

	 Não

	 Parcialmente
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GOVERNANÇA DE DADOS

F – SEGURANÇA DA INFORMAÇÃO

G- VIOLAÇÃO DE DADOS

27. O órgão efetivamente implementou 
os controles de segurança para os riscos 
identificados no Relatório de Impacto à 
Proteção dos Dados Pessoais?

	 Sim

	 Não

	 Parcialmente

28. O órgão instituiu uma equipe 
que realiza o monitoramento das 
vulnerabilidades técnicas dos serviços 
que tratam dados pessoais?

	 Sim

	 Não

	 Parcialmente

31. O órgão estabeleceu um processo de 
comunicação das possíveis violações de 
dados pessoais? 

	 Sim

	 Não

	 Parcialmente

32. O órgão realiza uma gestão de 
incidentes para tratar possíveis violações 
dos dados de forma efetiva? 

	 Sim

	 Não

	 Parcialmente

29. O órgão gera evidências para 
comprovar que tomou medidas de 
segurança para proteger os dados 
pessoais contra ameaças externas e 
internas?

	 Sim

	 Não

	 Parcialmente

30. Medidas de segurança são planejadas 
desde a fase de concepção do produto 
ou do serviço até a sua execução 
(Security by Design)?

	 Sim

	 Não

	 Parcialmente

33. O órgão fornece um canal para 
recebimento de denúncias e de alertas 
de ocorrências de irregularidades, como 
denúncias de possíveis vazamento de 
dados e falhas de segurança?

	 Sim

	 Não

	 Parcialmente
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MATRIZ DE PONTUAÇÃO

INTERPRETAÇÃO DOS RESULTADOS – NÍVEL DE MATURIDADE

Todas as questões objetivas (1 a 33) 
possuem três alternativas. 
Recomenda-se a seguinte pontuação 
padronizada:

	 Sim ⟶ 2 pontos

	 Não ⟶ 0 pontos

	 Parcialmente ⟶ 1 ponto

Total de questões avaliadas: 33
Pontuação máxima possível: 66 pontos

A classificação do nível de maturidade institucional em LGPD e Governança de Dados 
deve considerar a pontuação total obtida, conforme os intervalos abaixo.

eixo tema questões
pontuação 

máxima

A Governança 1 a 10 20

B
Conformidade 
legal e princípios

11 a 17 14

C
Transparência e 
direitos do titular

18 a 21 8

D Rastreabilidade 22 a 24 6

E
Contratos e 
parceiros

25 a 26 4

F
Segurança da 
Informação

27 a 30 8

G
Violação de 
dados

31 a 33 6

total 33 66

pontos nível características riscos predominantes

0 a 22 Iniciante - 
Baixa Maturidade

•	Governança de dados inexistente ou 
embrionária;
•	Ausência de planejamento 
estruturado de privacidade;
•	Alto risco de desconformidade legal;
•	Ações pontuais, não documentadas 
ou reativas.

•	Incidentes de segurança;
•	Violação de direitos dos 
titulares;
•	Fragilidades perante 
órgãos de controle.

23 a 44 Intermediário - 
Maturidade em 
Consolidação

•	Existência de iniciativas formais de 
adequação à LGPD;
•	Governança parcialmente estruturada;
•	Normativos e procedimentos em 
desenvolvimento;
•	Aplicação não homogênea entre 
áreas.

•	Falta de padronização;
•	Dependência excessiva 
de pessoas-chave;
•	Dificuldades na 
comprovação de 
conformidade.

pontos nível características boas práticas observadas

45 a 66 Avançado – 
Alta Maturidade

•	Governança de dados 
institucionalizada;
•	Programa de Privacidade formalizado 
e monitorado;
•	Integração entre LGPD, LAI, 
segurança da informação e gestão de 
riscos;
•	Cultura organizacional orientada à 
proteção de dados.

•	Evidências documentais;
•	Atuação preventiva;
•	Transparência e 
accountability.

Pontuação por Eixo Temático
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INTERPRETAÇÃO COMPLEMENTAR POR EIXO

USO ESTRATÉGICO DO DIAGNÓSTICO

Além do resultado global, recomenda-se analisar a pontuação por eixo temático, 
permitindo identificar fragilidades específicas:

Eixo A – Governança: maturidade decisória e apoio da alta administração;

Eixo B – Conformidade legal: aderência aos princípios da LGPD no exercício da função 
pública;

Eixo C – Transparência: efetividade dos direitos do titular e comunicação institucional;

Eixo D – Rastreabilidade: controle e inventário de dados;

Eixo E – Contratos: gestão de riscos com terceiros;

Eixo F – Segurança: proteção técnica e organizacional;

Eixo G – Incidentes: capacidade de resposta e mitigação.

Os resultados obtidos a partir desta matriz devem ser utilizados como instrumento de 
governança, e não apenas como diagnóstico pontual.

Finalidades Estratégicas
Subsidiar o Plano de Ação de Adequação à LGPD;
Priorizar investimentos em pessoas, processos e tecnologia;
Apoiar decisões da alta administração;
Atender demandas de órgãos de controle interno e externo;
Monitorar a evolução da maturidade institucional ao longo do tempo.

Recomendações por Nível de Maturidade
•	 Nível Iniciante:
Sensibilização institucional imediata;
Instituição formal da governança e do encarregado;
Capacitação básica obrigatória;
Elaboração do inventário de dados e planejamento do Programa de Privacidade.

•	 Nível Intermediário:
Consolidação de normativos internos;
Padronização de procedimentos;
Ampliação da capacitação prática por área;
Revisão de contratos e fortalecimento da gestão de riscos.

•	 Nível Avançado:
Monitoramento contínuo por indicadores;
Auditorias internas periódicas;
Atualização do RIPD;
Disseminação de boas práticas e inovação em proteção de dados.

CONCLUSÃO TÉCNICA

A matriz de pontuação e a interpretação dos resultados permitem mensurar, de forma 
objetiva e auditável, o grau de maturidade da governança de dados pessoais no órgão, 
fortalecendo a cultura de proteção de dados, a conformidade legal e a confiança do 
cidadão.

A LGPD deve ser tratada como política pública permanente e transversal.
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